|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| **S.NO** | **ANTI-PHISHING BROWSER EXTENSIONS** | **TECHNIQUE USED** | **SECURITY ALGORITHM** | **USER FRIENDLINESS** | **COST** |
| 1 | AntiPhish | * Automatic form filler * Master password | Symmetric DES algorithm | User interaction required | Can download free |
| 2 | DOMAntiPhish | * Based on layout similarity of Webpages | Secure Hash Algorithm-1 | Automatic | Prototype only |
| 3 | Dynamic Security Skin | * Secure Remote Password Protocol * Server generated random Image | Hash function | Visual Matching is required | Can download free |
| 4 | eBay’s AccountGuard | * Combination of heuristics and blacklists | - | User color tab on toolbar | Available free to the user |
| 5 | GoldPhish | * Using Image for Content based anti-phishing approached | Google’s PageRank Algorithm | Easy to use | Conference paper |
| 6 | iTrustPage | * Based on spam filters * Use blacklists * Uses whitelists | PageRank  Algorithm | User input is required | Can download free |
| 7 | LinkGuard | * Uses character based anti-phishing technique, * Uses blacklists | LinkGuard  Algorithm | Easy to use | Conference paper |
| 8 | Our web phishing detection intelligence system | * Uses blacklists * Uses whitelists * Natural Language Processing * Machine Learning techniques | Machine  Learning Algorithm | Automatic, easy to use, easily available to all users. | Can download free |